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Abstract— The research world is paying a lot of attention
on vehicular networks nowadays. Novel vehicular services
need a suitable communication channel in order to extend
in-car capabilities and, generally, be aware about surround-
ing events. Such networks, however, present some special
features, such as high mobility or specific topologies. These
properties affect the performance of applications, and more
effort should be directed to identify the necessities of the
network. Few works deal with application requirements
which should be considered when the vehicular network
is designed. In this paper, we fill the gap, and propose an
analysis of application requirements considering available
technologies for the lower and network layer. This study
contains key factors which must be taken into account not
only at the designing stage of the vehicular services, but also
when applications are evaluated.
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I. INTRODUCTION

Nowadays, communications become essential in the
information society. Everyone can get information any-
where, even in mobility environments, using different
kinds of devices and communication technologies. Ve-
hicles are other places where the user stays during long
periods too. Thus, in addition to safety applications, con-
sidered as the most important services, other networked
applications could bring an additional value for the driver
and passengers comfort, as well as for driving efficiency
in terms of mobility, traffic fluency and environment
preservation. However, such kind of networks are char-
acterized by a strong mobility, a high dynamicity of
vehicles, and specific topology patterns. Moreover these
networks experiment significant loss rates and very short
communication periods. These properties affect the per-
formance and feasibility of some vehicular applications.
The proper operation of vehicular applications remains
a great challenge nowadays, and some specific require-
ments should be considered. In our opinion, such kind of
applications should be studied from the requirements and
communications technologies points of view. An analysis
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of the requirements, in terms of technologies, should help
in the design of efficient applications.

This paper presents a study of application requirements
in terms of communication technologies. First, vehicular
applications and services are presented in section II
Then, the most important applications requirements are
introduced in section III. Before analysing the application
requirements against the capabilities offered by current
communication possibilities (section VI), we introduce
the most common communication technologies in the
vehicular field in section IV, and some of the most
standardized level-three solutions in section V. Finally,
some concluding remarks end the paper.

II. VEHICULAR APPLICATIONS AND SERVICES

In this section, we summarise the most important
vehicular applications which depends on the networking
capabilities. According to the current literature, vehicular
applications can be divided into two main families: safety
and non-safety. Road safety applications are certainly the
main motivation of most researchers, and represent the
major issue. In fact, about 40.000 people died on roads
every year only in the European Union, with around 1.7
million people incurring several injuries. These accidents
are often caused by a faulty driver behavior, bad weather
conditions, or mechanical problems. The Department of
Transport (DoT) of USA launched a large initiative to
reduce the number of deaths on the roads [1]. More-
over, the European Commission (EC) targets to halve
the number of road fatalities by 2010 [2], considering,
among other measures, the launch of an important set
of ITS projects. Vehicular communications could help us
to anticipate the road accident, extend the road visibility
and disseminate safety information [3]. As a consequence,
several applications for increasing road safety can be
enabled by vehicular network communications, such as
cooperative collision avoidance (either for intersection or
highway), collision warning, crash prevention, incident
management, emergency video streaming, etc.

In addition to road safety applications, traffic informa-
tion and monitoring systems are another important issue in
vehicular networks. They aim at improving the traffic flow
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and road usage. The major role of this kind of applications
is to provide timely information about the traffic state
along several kilometers. Among these services, we can
quote platooning, cooperative notification systems, vehi-
cle tracking, lane change assistance, monitoring services,
freeway management, traffic jam, road works information,
and weather forecast.

Finally, comfort applications, whose main goal is offer-
ing novel services on board, have been recently proposed,
apart from common multimedia capabilities. This kind of
applications improve the driver and passengers comfort by
means of new telematic services such as Internet access,
distributed games, chats, tourist and leisure information,
movie announces, or parking booking and monitoring.

These applications are intended to improve transporta-
tion in terms of safety, mobility, traffic efficiency, and
impact on the environment. The underlying technologies
encompass a broad range of communication and elec-
tronic technologies, integrated in both the vehicles and the
infrastructure of the transportation system. With a better
resource management (infrastructure, car fleets, etc.), the
transport productivity and efficiency can increase. Some
of these applications are being studied by car manufac-
turers to launch more equipped vehicles. Due to this, a
new business related to on board services may appear
in the next years. Finally, a better road management
will contribute to environmental preservation by avoiding
traffic congestion, optimizing car speed, spreading public
transportation or managing car sharing services.

In order to analyse this wide world of vehicular appli-
cations, we have chosen some of the most representative
ones as cases of study. Thus, in the rest of this section, we
target three of the most important applications for each of
these families: safety, traffic management and monitoring,
and, finally, comfort services.

a) Safety applications:

o Cooperative collision warning. It is considered as
the most important safety application. It allows to
enhance the driver capabilities by monitoring the
distance between vehicles and, depending on the
case, warn the driver or automatically break when the
distance decreases under a threshold. These systems
also take into account the post-collision situation,
when vehicles on the road must be warned.

o Incident management. The aim of this system is to
successfully manage current accidents on the road.
First, by detecting road problems (e.g. obtaining lo-
cation and nature of accident) via positioning devices
or other sensors. The next point is to manage vehicle
flows during and after the accident, through vehicular
communications.

o Emergency video streaming. It deals with video
forwarding in emergency contexts. Some vehicles
are equipped with video cameras and have enough
storage capabilities to buffer multimedia content.
This service can be provided over V2V (vehicle to
vehicle) communications [4] or 3G [5].

b) Traffic management and monitoring systems:
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« Platooning. Such systems allow vehicles to travel
together closely and safely. This leads to a reduction
in the space used by vehicles on a highway. As
a consequence, more vehicles can use the highway
without provoking congestion. This kind of solutions
increase comfort levels of passengers, and can allow
a higher level of safety due to constant monitoring
of the road state by the vehicles in the platoon.
Although the operation of these systems requires, es-
sentially, a direct communication between vehicles,
some enhancements could be obtained by using other
technologies, which can improve location accuracy
or overcome the lack of V2V communication.

o Vehicle tracking. This services allow car manufactur-
ers, logistic companies and other trusted parties, to
remotely monitor vehicle statistics. Data is collected
by an AU (Application Unit), and sent by the OBU
(On Board Unit) to the data center through network
technologies.

« Notification services. It consists of providing travel
information to subscribers through an Internet ac-
cess. After the subscription, a user can be notified
when information is available. As application exam-
ples, we can quote weather and traffic forecasting.
c) Comfort applications:

o Parking place management. This service allows
drivers to discover a free parking place and book
it. Additionally, a vehicle could park itself without
the need of driver assistance.

o Distributed games and/or talks. This kind of enter-
tainment applications comprise the management of
activities among a limited number of vehicles, in a
distributed fashion and via a purely V2V link. For
instance, we can quote card games, sharing draws or
instantaneous talks.

o Peer to peer applications. Using these services it is
possible to exchange data between vehicles, without
contacting any application server. This exchange op-
erates, essentially, by means of V2I communications
and complementary through V2V. In this context, we
have applications such as instantaneous messaging,
file transfer and voice over IP.

The achievement of the functional goals of the previous
applications are strongly linked to technological require-
ments, which vary from one application to another. For
instance, safety applications should operate with a good
location accuracy, and real-time and scalable communica-
tions; distributed games or talk applications, however, do
not need a great scalability or real-time features. Because
of these reasons, the following section summarises the
most important application requirements, and use the
applications described above as a reference point.

III. NETWORKING REQUIREMENTS OF VEHICULAR
APPLICATIONS

In this section main technological requirements of
vehicular applications and services, regarding networking,
are carefully examined. This kind of solutions need to
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cover many needs for their efficient operation in most of
the cases. However, in our study we will treat only the
most important ones.

d) Location awareness:

Next generation vehicles are expected to exchange in-
formation not only beyond their immediate surroundings
and line-of-sight with other vehicles, but also with the
road infrastructure and Internet databases. This will allow
vehicles to anticipate trajectories, coordinate merging
manoeuvres, notify a braking action to vehicles behind,
warn oncoming traffic of an icy patch, report road traffic
conditions, locate parking lots, or simply entertain passen-
gers. In this context, the knowledge of their actual position
and trajectory is necessary, and it is only meaningful to
vehicles in a particular geographic area. The exchange
of information among vehicles in a particular geographic
area requires reliable and scalable communication capa-
bilities, which we call geographical routing and address-
ing. This function mainly rely on the information given by
GPS receivers. However, GPS imposes some constraints
such as lack of coverage in some environments or its
weak robustness for some critical applications. For these
reasons, other positioning techniques such as cellular or
WiFi localization, dead reckoning (by using last known
position and velocity) [6], and image/video localization,
have been proposed in the vehicular field [7].

Critical safety services such as alert cooperative colli-
sion warning and incident management need a high ac-
curate localization, as well as some comfort applications
such as parking booking. Note that an accurate positioning
system can help us to define the zone of relevance more
precisely. Other services, however, require a low accurate
localization, like peer to peer applications and vehicle
tracking.

e) Geocast capability:

Geocast provides the capability to deliver a message to
nodes within a geographical region [8]. The shape and
size of this area depend on the application aims. The
complexity of defining this region can be as high as the
set of vehicles behind or in front of the subject one. Other
times this constraint is relaxed, and defining this region as
the vehicles inside a geographic area, or near a designated
spot (such as a smog area), is enough.

In order to advocate a general communication archi-
tecture, where services which require both unicast and
geocast capabilities can be deployed, an hybrid network-
ing architecture can be proposed [9]. This way, services
such as platooning, which needs unicast communications,
do not experience bad performances.

Geocast is considered efficient if the information is
forwarded in both sparse and dense geographical areas,
while efficiently leveraging the available bandwidth. This
criterion, scalability, was introduced in [10], and it was
defined as the ability to handle the addition of nodes or
objects without suffering a noticeable loss in performance
or increase in administrative complexity.

f) Penetration rate dependency:

Penetration rate is defined as the percentage of ve-

hicles equipped with the necessary OBU on the road.
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This parameter may have important consequences in
the operation of some applications [11], especially the
critical and safety ones. Although a low penetration rate
is obviously a problem in safety applications, such as
collision avoidance, an excess of equipped vehicles also
arises transmission problems. However, applications such
as comfort do not have to be too much aware of this factor.
In cellular networks, situations of high penetration are
also a problem. The system performance is not affected
when the number of equipped vehicles is low, but in high
load circumstances, the network connection starts to give
a poor performance when the time slot scheduler need to
serve too much users [12]. Note that penetration rate has a
direct bearing on the wireless bandwidth used. The higher
the penetration rate, the higher the wireless bandwidth
should be used to allow vehicles to communicate.
g) Time awareness:

Vehicular applications often require a reliable com-
munication channel that supports time-critical message
transmissions [13].

One of the most important criterions for measuring the
quality of the network, regardless of the application type,
is the communication delay. Although most applications
have time constraints, those related with road safety are
critical. Due to this, a challenge in vehicular networks
is providing a real-time behaviour. In order to enable
the driver to react quickly, the information must reach
the destination in a very small delay following the event.
However, this requirement is not easy to ensure in mobile
networks. This difficulty is even greater if we consider
vehicular network characteristics, particularly, the high
mobility. Thus, real-time communications can only be
assured by the presence of an efficient and robust com-
munication system.

h) Permanent access:

Permanent access to the network is one of the main
drawbacks of vehicular communications. In VANET de-
signs, a physical infrastructure is not necessary, due to the
inherent decentralized design. Regarding infrastructure-
based networks, operators do not offer the same service
over the entire terrestrial surface. For instance, over urban
environments, the coverage is excellent, and the amount
of base stations where the mobile terminal could be
connected is really high. At rural locations, however, the
deployment is poor. A vehicle equipped with a VANET
system, however, is always able to emit messages because
the vehicle itself is part of the infrastructure.

Moreover, in cellular network connections, it is also
important to differentiate between two important concepts
regarding the access to the network: coverage and capac-
ity. The coverage can be understood as the possibility
of the mobile terminal to use the network, because at
a particular location operators have deployed the nec-
essary infrastructure. However, the user can be rejected
to establish a call or a data connection, even in good
coverage circumstances, if the capacity of the network
has been exceeded. Depending on several technological
issues, such as modulation, frequency allocation, time slot
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scheduling, etc., this effect has a different impact. This
way, the number of users who are concurrently using the
network restricts the potential cellular network usage.

At the application level, some services such as file
transfer or download, need a permanent communication
channel. In this kind of applications, the election of a
suited vehicular network is essential.

i) Mobility:

Wireless network technologies allow devices to move
freely. However, this mobility affects the potential perma-
nent access to the network (see the previous point) and
causes other problems. In [14], experimental evaluations
give real results of these effects. In 802.11 transmissions
the distance between the sender and receiver is an im-
portant factor; the more the distance, the smaller the
probability of reception of packets, as also show [15],
[16]. In infrastructure-based technologies, handoffs be-
tween base stations are also relevant, due to the potential
decrease of performance in the process. Poor latency and
throughput results are obtained if the mobile terminal
is moving at locations far away from the UMTS Node
B without performing a handoff [17]. Nevertheless, the
distance between two devices during the communication
is not the only noticeable effect of mobility. Interference
with other radio equipments in the case of VANET should
also be taken into account, due to the wide usage of
the 2.4 GHz frequency band [14]. The presence of the
equipment at locations of bad orography could also cause
communication problems in vehicular networks. Other
external factors, like the existence of other vehicles or
buildings are considered in realistic mobility patterns for
VANET solutions [18].

The knowledge of both requirements and application
allow us to efficiently identify the needs of each ap-
plication. Thus, we use the applications introduced in
the previous section to evaluate their requirements. This
evaluation study is summarised in Table 1.

IV. COMMUNICATION TECHNOLOGIES

Wireless communication technologies are increasing
nowadays, with the aim of substituting typical wired
connections and improve mobility. At the same time, the
vehicular field is currently introducing into the telematics
world, where informatics and telecommunications try to
improve traffic security, efficiency and safety. In this
frame, wireless communications are essential to connect
the vehicle with the environment.

A. Bluetooth

Bluetooth is a wireless standard (802.15.1) specially
created for short range communications between devices
usually connected by local ports. Thanks to Bluetooth,
however, it is possible to create a personal area network
(PAN) where several devices can be connected. It op-
erates in the 2.4 GHz band and, due to the low power
consumption features, allow communications in a typical
range of tens of meters. Bluetooth terminals are grouped
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in piconets, and these piconets can also be connected by
means of scatternets.

The properties of Bluetooth make it perfect for in-
vehicle networks [19]. Some researchers also advocate the
usage of Bluetooth for V2V applications [20]. However,
this technology is limited by the necessary time to form
piconets and scatternets (in the order of seconds) [21] and,
overall, the limited communication range.

B. WLAN and DSRC

Wireless Local Area Networks (WLAN) were created
to cover connectivity requirements usually fulfilled by
common LAN technologies, like Ethernet. The set of
standards which deal with WLAN features are inside the
802.11x group, and consider a set of protocols which
allow terminals to be connected to a base station, which
is in charge of connecting computers to the rest of
the wired network. Among these standards, 802.11a/b/g
specifications are the most known. 802.11a was the first
adopted WLAN technology, offering a maximum rate of
54 Mbps over distances of 100 meters. However, the used
5 GHz band is not available (mainly) in some European
countries, and the 802.11b standard was finally accepted
as the definitive WLAN technology. 802.11b implements
the same core protocols than 802.11a, but uses the 2.4
GHz band, what decreases absorption problems due to
walls and other obstacles. This way, the communication
range is augmented until 140 meters, but data band-
width is maintained under 11 Mbps. 802.11g overcome
bandwidth limitations of 802.11b with a new modulation
scheme over the 2.4 GHz, presenting the successor of
802.11b.

Although the most common usage of 802.11 technolo-
gies is the infrastructure mode, using a base station, these
devices can also be configured to directly communicate
with another terminal, using the ad-hoc mode. This one is
preferred to enable vehicular communications. Many V2V
works use WLAN technologies to test multitude of ap-
plications, such as cooperative collision avoidance using
V2V communications between nearby vehicles [22], [23],
or multi-hop strategies [24]. However, common WLAN
standards have some limitations when critical information
has to be transmitted in the vehicular environment [25].
For this reason, USA, Japan and Europe have allocated a
specific band in the 5.8 and 5.9 GHz for vehicular trans-
missions, using Dedicated Short Range Communications
(DSRC). A variation of the 802.11 standards, 802.11p,
is being used as background in the DSRC research.
This standard covers the requirements for communicating
both periodic and critical information, which allows the
deployment of a great variety of vehicular services, using
both V2V [15] and vehicle to road side communications
[26]. Take notice that 802.11x could be considered as the
most popular technologies.

C. Cellular networks

Since initial analog technologies, such as the American
AMPS, cellular networks have been gradually improved
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TABLE 1.
APPLICATION REQUIREMENTS (NONE-NOT NEEDED, <*’—NEEDED, AND <*"*’—SUITED THIS REQUIREMENT)
. Penetration .
Applications\App. Req. Location Geoc?§t rate Time Permanent Mobility
awareness capability dependence awareness access
Safety
Cooperative Collision Warning b33 £33 £33 ¥ X* K
Incident management * K * X * K * X * 3.3
Emergency video streaming XN HH HH Ao * Aok
Traffic management and moni-
toring
Platooning *H K * K ¥ * * K
Vehicles tracking * * * FHH *
Notification Services * * * x* *
Comfort
Parking place management * K * K * * * HH
Distributed games and/or talks * H K HH * * H¥
Peer-to-peer * * 2.3 N *

in terms not only of availability all around the world, but
also in the quality of service offered. As a result of apply-
ing digital communications to cellular networks, the GSM
(Global System for Mobile communications) technology
achieves the purpose of spreading mobile phones among
normal population. Its wide adoption in Europe last years
has led the expansion of GSM to other potential markets,
like the Chinese one. Many people usually identify the
GSM technology as the second generation (2G) of cellular
networks, which substituted the first one, based on analog
technologies.

Although the main concern of cellular networks, until
some years ago, was focused on telephony purposes, data
connections are becoming more and more popular these
days. GPRS (General Packet Radio Service) appeared
with the aim of providing higher data rates than the
9.6 Kbps offered by the standard GSM. GPRS provides
a maximum of 177/118 Kbps in the downlink/uplink
channels, and it is understood as the intermediate step
between 2G and 3G, hence this is the reason why it is
called 2.5G. Last years, the expansion of CDMA (Code
Division Multiple Access) communication technologies
has lead to the appearance of the 3G cellular networks.
CDMA2000 and UMTS (Universal Mobile Telecommu-
nications System), this one as the evolution of GSM 2G,
are two of the most extended 3G technologies. UMTS
offer 384/128 Kpbs, but the recent HSPA (High Speed
Packet Access) improvements offer maximum data rates
of 14.4/11.5 Mbps.

The introduction of cellular networks in the vehicular
domain comes from several years ago, when GSM or
GPRS data connections started to be used in tracking
and monitoring systems. The appearance of GPRS also
made possible the usage of cellular networks for providing
traffic information or emergency warnings [27]. However,
until the arrival of 3G technologies, low data rates had
avoided the spread of cellular networks in ITS [28].
The advantages of the UMTS communication medium
in mobility environment is defended by some authors,
which use the UMTS aerial interface for direct V2V
communications. The usage of the UMTS operator’s
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infrastructure in bidirectional communications is present
in the literature, as monitoring systems [29] for example,
but its application for V2V communications is still a chal-
lenge, due to inherent delay problems. Another drawback
of using data connections with cellular networks is the
extra money which has to be paid for the usage of the
operator’s infrastructure. Current trend is paying a fixed
quote per month, with an extra cost if the transmission
rates fall out of the contract, but it is expected that
the adoption of UMTS among the population and the
vehicular field decrease the price of the final bill, by
means of special agreements with operators [30]. Apart
of this, some people think that a general communication
technology for the ITS domain is still needed, and cellular
networks could be the solution [31].

D. WiMAX

WiIMAX, or Worldwide Interoperability for Microwave
Access, is a communication technology which try to fill
the gap between 3G and WLAN standards, and it is the
first implementation which appears to comply with the
MAN (Metropolitan Area Network) concept, in a wireless
manner. Two main standards are currently considered:
802.16d and 802.16e. The first one is used at fixed loca-
tions, and it is a perfect solution for connecting different
buildings of a company at a low cost, for example. This
specification offers up to 48 Km of coverage and data
rates of 70 Mbps. The 802.16e standard, specifically
designed for mobile users connected to a base station. The
OFDM (Orthogonal Frequency Division Multiple access)
technology is used in this standard to serve multiple users,
and the final physical interface considered copes with mo-
bility issues, such as interferences, multipath and delays.
802.16¢ is, hence, the most appropriate specification of
WiMAX for the vehicular field. Tens of Mbps, mobility
speed up to 100 Km/h, and 10 km of coverage to the base
station, make 802.16e a good option for urban scenarios,
where vehicles can be connected at a high data rate using
a WiMAX deployment.

Currently it is possible to obtain some Pre-WiMAX
devices, but it is expected that, as soon as the final
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specifications are ready, the spectrum of vehicular services
which could be deployed with WiMAX grow rapidly. In
[32] the authors analyze the performance of WiMAX in
a subway, where the maximum speed is 90 Km/h. The
results show that a mean of 2 Mbps and 5.3 Mbps can be
obtained in real scenarios, with an average RTT of 100
ms. Venturi has designed an electrical vehicle which uses
a pre-WiMAX interface for remote monitoring purposes',
as a joint work between the vehicle manufacturer and Intel
Corporation.

E. RDS and TMC

The Radio Data System (or RDS) was developed to
carry digital data using the common FM radio band.
This allows to multiplex additional information with the
audio emission, such as the name of the radio station
or the current song, but also it can include a data flag
which indicates the receiver it has to pay attention to the
broadcasting information because it is being transmitted a
traffic bulletin. RDS offers a data rate of 1187.5 bps, and
the transmission range offered by FM can reach locations
at 80 kilometers far way. The RDS version deployed in
U.S. is called RBDS (Radio Broadcast Data System) and
operates almost identically as RDS, however its usage is
less common.

A more suitable solution for traffic information dissem-
ination is offered, however, by the Traffic Message Chan-
nel (TMC) system. With this system, information about
traffic problems is broadcasted digitally, so an appropriate
navigation device can warn the user and calculate an
alternative route, for instance. The notifications reported
by TMC include an event identifier and the location of
the problem. TMC traffic is usually transmitted through
RDS, and this is the reason why both technologies are
usually put together.

F. Satellite

Satellite communication consists of three main entities:
sender station, satellite system, and receiver devices. First
of all, data is sent from the sender station to the satellite,
which is in charge of forwarding the information to
receiver devices. Satellite communications offer a very
wide coverage and a great broadcast capabilities. It is
suited to provide connectivity at remote places, such
as mountain areas or islands, but also in developing
countries. The data can be sent from an only sender to
multiple receivers at the same time and using the same
frequency. Thus, satellite communications are suitable for
multimedia broadcasting, such as live video, movies and
music.

Although sender stations and receiver devices are usu-
ally installed at fixed locations, the later ones can be
mobile and equipped in vehicles. This kind of architecture
is feasible for a unidirectional system providing an 12V
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service, however it must be taken into account the impor-
tant delay which suffer data packets, due to the propa-
gation distance to and from the satellites. The bandwidth
obtained in a mobile terminal is between 300 and 500
kbps. A sender station is usually too big to be brought
inside a vehicle, and it requires a precise orientation to the
satellite used. The UniDirectional Link Routing (UDLR)
[33] has been standardized to emulate bidirectional com-
munications with a satellite unidirectional link, where
mobile terminals receive data using the satellite channel
and transmit using other access technologies.

G. Synthesis

Connectivity necessities of vehicles can be divided
in two main groups: vehicle to vehicle communications
(V2V, VVCO) or inter-vehicle communications (IVC), and
communications with the infrastructure. In the literature,
many authors use vehicle to infrastructure communica-
tions (V2I) to denote both data flow directions, however,
according to the specific use of several technologies for
one or the other communication pattern, it is more correct
to distinguish between V2I and I2V (infrastructure to
vehicle communications). It is important to consider this
whole set of communication possibilities for vehicles be-
cause, depending on the application or service necessities,
we will have to decide among one of the available wireless
network technologies.

Apart from the communication pattern covered, wire-
less communication technologies can be divided into
those which establish 1-to-1 physical links, and those
which consider 1-to-n broadcast ones. In this last case,
some kind of access point is in charge of sharing out the
available bandwidth among the clients. This bandwidth,
thus, could become insufficient when the number of
served nodes increase inside the coverage area. Due to
this, the tendency in short-range wireless technologies
is taking advantage of the available bandwidth, sharing
it among a small number of users because, anyway, the
coverage is small. On the contrary, wide-range technolo-
gies must share the available bandwidth among much
more users. However, short-range wireless media lack on
stability, due to the small accessible area. It is also impor-
tant to remark how V2V communications are obtained by
means of 1-to-1 technologies, and communications with
the infrastructure are commonly created using the 1-to-n
ones.

A brief overview of main wireless technologies used in
the vehicular domain is given in Table II. For communica-
tions with the infrastructure, it is said that WLAN, DSRC,
WiMAX, cellular and satellite are feasible. However it is
important to remark the different application they cover
in this domain. In the case of WLAN/DSRC, vehicles
usually connect with local roadside units, what usually is
called vehicle to road side communication. On the other
hand, in the WiMAX/cellular case it is used a medium
range 1-to-n network, and in satellite communications a
wide range 1-to-n model is applied. In the cellular and
satellite cases the design of the network is even more fixed
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than with any other technology, because we have to use
the operator’s installations. This way, service providers
usually consider the direct Internet connection offered by
the operator, and there is no possibility to manage data
traffic inside the operator’s network.

V. SETTING UP THE COMMUNICATION CHANNEL

In this section, the main network (level-three) tech-
nologies treated in standardisation bodies for vehicu-
lar communications are described. NEMO, MANET and
VANET are briefly described. Moreover, more specialised
concepts, like Multihoming, Flow distribution, Route Op-
timization and MANEMO, are included. Fig. 1 shows a
vehicular networking scheme where the most important
technologies at level-three are included in an integral
communication solution. Finally, an overlay architecture
using cellular networks shows the feasibility of this tech-
nology to enable vehicular communications.

A. NEMO

The NEMO Basic Support [34] functionalities involve
a router on the Internet to allow mobile computers to
maintain a global connectivity to Internet. In the ITS field,
the basic scheme is represented in Fig. 1, and is described
as follows. A Mobile Router (MR) located in the vehicle
acts as a gateway for the Mobile Network of the vehicle,
and manages mobility on behalf of its Mobile Network
Nodes (MNN). The MR and a fixed router in the Inter-
net, called Home Agent (HA), establish a bi-directional
tunnel which is used to transmit the packets between the
MNN and their Correspondent Nodes (CN). In vehicular
networks, this mechanism is often referred as a vehicle
to infrastructure (V2I) communication pattern, because it
involves the transmission of information through the fixed
Internet.

Notice that in this scheme, the OBU can act as MR and
the AU can be considered as a generic MNN. In the latter
case, RSUs are attachment points either acting themselves
as IPv6 access routers or as bridges directly connected to
an access router.

B. Multihoming

MRs can be shipped with multiple network interfaces
such as IEEES802.11a/b/g, WiMAX, GPRS/UMTS, etc.
When a MR maintains these interfaces simultaneously
up and has multiple paths to the Internet, it is said
to be multihomed. In mobile environments, MRs often
suffer from scarce bandwidth, frequent link failures and
limited coverage. Multihoming comprises some benefits
to alleviate these issues [35]. The possible configurations
offered by NEMO are classified in [36], according to three
parameters: (x) the number of MRs in the mobile network,
(y) the number of HAs serving the mobile network,
and (z) the number of MNPs (Mobile Network Prefixes)
advertised in the mobile network.

NEMO basic support has a “single MR, single HA
and single MNP” configuration, referred to as (x,y, z) =
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(1,1,1). In this configuration, a tunnel is established
between the HA address and a Care-of Address (CoA)
of the MR in NEMO Basic Support, even if the MR
is equipped with several interfaces. Multiple Care-of
Addresses Registration (MCoA) [37] is thus proposed as
an extension of both Mobile IPv6 and NEMO Basic Sup-
port to establish multiple tunnels between MR and HA.
Each tunnel is distinguished by its Binding Identification
number (BID). In other words, NEMO Basic Support
only realises interface switching, while MCoA supports
simultaneous use of multiple interfaces.

C. Flow distribution

To transfer data through multiple interfaces, a policy
based flow distribution mechanism is used. The traffic can
be distributed by multiple paths considering the source
and destination addresses, source and destination ports,
flow type, and so on. In NEMO basic support, traffic
from the Internet to the mobile network is distributed by
the HA, while the distribution in the opposite direction
is carried out at the MR. This way, neither MR nor
HA are able to change the complete round-trip path.
Charging this operation through policy rules can provoke,
however, asymmetric paths which could not satisfy the
user’s demands. For this reason, a policy synchronisation
method between MR and HA is needed. Some proposals
have been considered at the IETF [38], [39]

D. Route Optimization

NEMO is one of the main level-three technologies of
vehicle communication, however, some issues related to
Route Optimization still remain unsolved in NEMO Basic
Support, while they have already been covered in Mobile
IPv6 [40]. In NEMO, all the packets to and from MNNs
must be encapsulated and sent by means of an IPs tunnel
between the MR and the HA. Thus, all these packets
between MNNs and CNs must go through the HA. This
arises several performance issues.

Suboptimal routes are caused by the mandatory pass of
packets through the HA. This leads to increased delays,
undesirable for applications such as real-time multimedia
streaming. Packet Encapsulation implies an additional
head of 40-bytes, which can cause packet fragmentation.
This also results in an increased processing delay at the
encapsulating and decapsulating stages in both MR and
HA, respectively. Bottlenecks in the HA are an important
issue, because traffic to and from MNNs is aggregated at
the HA when it supports several MRs acting as gateways
for several MNNs. This may cause congestion at the HA,
which could lead to additional packet delays, or even
packet losses. Nested Mobile Networks is an issue that
NEMO Basic Support raises. This permits a MR to host
other MRs inside the mobile network. With nested mobile
networks, the use of NEMO further amplifies the sub-
optimality previously described.

In IETF, route optimization issues of NEMO are ad-
dressed in [41]. Requirements of route optimization in
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TABLE II.

PROPERTIES OF MAIN VEHICULAR COMMUNICATION TECHNOLOGIES, AND VEHICULAR APPLICABILITY (NONE-NOT POSSIBLE,*—POSSIBLE,

AND ¥%_SUITED)

Frequenc Vehicular
Technology Range Link type Data rate b(:m d ¥ Standard applicability
V2v V21 1PAY
Bluetooth 100 m 1-to-n 1 Mbps 2.4 Ghz IEEE 802.15.1 *
WLAN 200 m itg r11 10-50 Mbps 245 Ghz IEEE 802.11a/b/g FH * *
DSRC 1 Km 1-to-1 50 Mbps 5.9 Ghz IEEE 802.11p F2 3 A6 N
WiMAX 10 Km 1-to-n ~20 Mbps 2.4,5 Ghz IEEE 802.16¢ A L 3
Cellular 10 Km 1-to-n ~10 Mbps 700-2600 Mhz n/a HH AHH
CENELEC EN 50067
RDS/TMC 80 Km 1-to-n 1187.5 bps 87.5-108.0 Mhz CEN ENV 12313 b3 3
Satellite >10.000 Km 1-to-n 300-500 Kbps | 950-1450 Mhz n/a ¥ HH

various scenarios are described for vehicular networks
in [42], and for aeronautic environments in [43].

E. MANEMO

Both MANET and NEMO have been designed inde-
pendently as layer-three technologies. NEMO has been
designed to provide global connectivity, and MANET
to offer direct routing in localised networks. MANEMO
comprises the usage of both concepts, MANET and
NEMO, together, which could bring benefits for route
optimization.

Since direct routes are available in MANET, it can
provide direct paths between vehicles, as Fig. 1 shows.
These paths are optimized and tunnel-free, reducing
overhead [44]-[46]. One possible topology configuration
using MANEMO is described in [47], and issues and
requirements of such architectures are summarised in
[48]. In addition, MANEMO is also used in vehicular
communications, for example, VARON [49] focuses on
NEMO route optimization using MANET. It also provides
the same level of security as the current Internet, even if
the communication is done via the MANET route.

Over L3 technology
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Figure 1. Overview of the application of network technologies in the
vehicle domain

F. MANET and VANET

Mobile Ad hoc Networks (MANET) are suitable for
wireless routing applications within dynamic topologies.
This type of communication does not require any infras-
tructure. In order to route messages in such a network,
each node is invited to participate in the message forward-
ing. Vehicular Ad hoc NETworks (VANET), a particular
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case of MANET, are characterized by a strong mobility
of the nodes, a high dynamic topology, a significant loss
rate, and a very short duration of communication. In these
networks the node location is never stable, either locally
or globally, and routing messages is a great challenge.

Many works have been done to design ad hoc rout-
ing algorithms to deal with the node’s mobility: peri-
odically updating routing tables by means of proactive
algorithms (e.g. OLSR [50]); discovering routes under
demand by means of reactive algorithms (.e.g AODV
[51]); using geographical information to improve routing
(e.g. GAMER, LBM [8], GPSR [52]); detecting stable
structures, or clusters [53]; using the node’s movement
for transporting messages [54]; following a broadcast
approach for messages forwarding [55], etc. Some other
protocols try to send packets only to a set of nodes located
in a geographical zone (geocast), such as GeoGRID [8],
for example. Here, the geographic area is divided in
2D logical grids. In each grid, one node is elected as
the gateway, and only this one is allowed to forward
messages.

G. P2P overlay network over cellular networks

The usefulness of cellular networks in an architecture
which allows communications between vehicles and with
the infrastructure is presented in [56]. The network ar-
chitecture uses a P2P approach over the cellular network
basis to enable vehicles to receive and send data packets.

Fig. 2 shows a general diagram of the proposed com-
munication architecture. Traffic zones are organised in
coverage areas, each one using different P2P communica-
tion groups. These zones are logical areas which do not
have to fit in the cellular network cells. Information about
the geometry of each area is maintained in the Group
Server entity, and vehicles are able to move from one
P2P group to another through a roaming process between
coverage areas. This roaming is based on the vehicle
location, provided by the GPS sensor. Information about
areas is received from the Group Server using a TCP/IP
link over UMTS. A local element called Environment
Server manages special messages inside the area. These
data packets are sent and received by service edges,
located either at the vehicle or at the road side (Environ-
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ment Servers). Messages are encapsulated in JXTA frames
which are finally sent as UDP packets.

Group Server

Areas

Area
Information [y

Environment
Server I

Event
Notification

Area Area

Area

On-Road _
Hardware W’

1

— @=ED
@ Event \ = 4
Notification > J\GNSS

Figure 2. P2P/Cellular network overlay network for vehicular commu-
nications

VI. APPLICATIONS REQUIREMENTS ANALYSIS

In this section, we analyse the previously presented ve-
hicular applications requirements (see section III) regard-
ing the communication and network technologies points
of view. First, we start explaining the contribution of
layer-one/two technologies on applications requirements.
Then, with the same aim, we discuss the layer-three
technologies role.

Regarding wider range communication technologies,
such as satellite, RDS, cellular and MiMAX, some com-
mon aspects can be found considering the application
requirements they can fulfill. All of them can avoid pen-
etration rate problems present in short range technologies
(e.g. WLAN, Bluetooth and DSRC). This is solved by the
necessary infrastructure which provides the access to the
network. This fact also helps to enable the provision of an
almost permanent access to the network with high degrees
of mobility. However, the amount of users simultaneously
connected to the network is limited by the available
bandwidth, which has to be shared among all of them.
RDS, however, does not present this problem, because it
only permits traffic in the downlink channel, as it is also
noticeable in most of satellite deployments. Regarding
geocasting, all wide-range technologies can simulate this
feature by means of base station broadcasting. However,
the performance of this method is limited by the size of
coverage areas, which sometimes can be too large, as
occurs in the extreme case of satellite communications.
An overlay network like the one presented in [56] can
solve this problem. Location functionalities are possible
in cellular and WiMAX networks, following a detection
mechanism at the base station. Cellular networks take
advantage of this method in most urban environments to
provide a good approximation of the user position. Fi-
nally, it is important to treat the delay in these wide-range
technologies. Real time services can also be considered
using cellular and, overall, WiMAX. However, in the case
of safety services, the infrastructure available in the region
of interest has to be evaluated.

© 2009 ACADEMY PUBLISHER

365

WLAN takes advantage of its two communication
modes, infrastructure and ad hoc, to ensure a permanent
access under the lack of one of them. Also, in the same
way, it can help to improve the penetration rate depen-
dency by combining these two communication modes.
In infrastructure mode, access points can contribute to
improve the location accuracy and provide geocast ca-
pabilities, as it is noticeable in the GeoNet Project [57].
DSRC, or specifically IEEE 802.11p, allows the proper
functioning of critical applications such as safety services,
considering real-time constraints. This is carried out by
using a specific emergency channel and some priority
levels for the traffic.

As explained in section IV-A, although Bluetooth tech-
nology is limited by its range and connection time, it can
be used in some situations, for instance when vehicles are
very close, to maintain a permanent access to the network
and alleviate the penetration rate problem.

Starting with level-three considerations, a special men-
tion should be made to VANET protocols. According
to vehicular network characteristics, high mobility and
dynamicity, the combination of MANET concepts with
location is found as a good solution in most cases.
Thus, many position-based routing solutions have been
proposed (e.g. GPSR [52], DREAM [52]), integrating
location information in the routing messages. Note that
some of these works have been introduced in standard-
isation bodies (like ETSI [58]), vehicular consortiums
(C2C-CC [3]), and European projects (GeoNet). The
geographical information about the vehicle could also be
used to perform geocast routing, where the messages are
forwarded to a defined geographic area. As explained in
section III, V2V communications are highly dependent
on the penetration rate. It is difficult to ensure a good
communication under low and high load. To reduce this
dependence, some solutions have been proposed. For ex-
ample, in high penetration conditions, Geocast approaches
can use the directed flooding approach, where the closer
vehicle to the destination retransmit the message (e.g.
LBM [8]). Under low load conditions, some solutions
have been proposed, where the messages progress towards
the destination by means of node movements [54], [59]-
[61]. These solutions offer real-time features, by opti-
mizing communications. For applications that require a
permanent access, VANET can be seen as an important
asset in places where infrastructure-based networks are
not available.

Although the location information is still lacking in
NEMO (or IPv6 in general), many solutions and project
deal with the geographical location. First, NEMO can
be implemented over geographical routing [57], [62],
[63], thereby use this information for routing and geocast
communication. Other approach consists of extending
IPv6 with geographical information [64], [65]

The maintenance of multiple network interfaces (e.g.
WLAN, WiMAX, GPRS/UMTS), thanks to multihoming,
allows a permanent access to the network, regardless of
the communication technologies. For instance, WiMAX
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or cellular could be used when WLAN is not available,
and vice versa. The traffic distribution into multiple paths
can increase the available bandwidth considerably and de-
crease the communication delay. As explained in section
V-D, route optimization also improves the communication
quality by reducing transmission delay. Moreover, the
combination of NEMO and MANET takes advantage of
both technologies, offering a continuous access to the
network assuring the permanent access capability.

The achievement of the applications requirements by
using communication and network technologies is sum-
marised in Table III. For instance, we can notice that
VANET communication could ensure the location and
time awareness, and geocast capability. Also, NEMO
could enhance the mobility and ensure a permanent
Internet access. Due to this, we can notice that VANET
and NEMO are very complementary in order to fill these
requirements.

VII. CONCLUSION

Many vehicular applications and services have been
proposed at the beginning of this paper. However, in
order to achieve good performances, they should take
into account the communication technology used. In this
paper we give an analysis of the available communication
technologies, and study how they can fulfil the main
networking requirements of ITS applications.

The initial overview of application and services sorts
them into three main families: safety, traffic manage-
ment and monitoring, and comfort. Then, we describe
three reference applications for each family which best
represent it in the current literature. However, to assure
the operation of these applications, new requirements, far
away from traditional services in fixed networks, appear
in vehicular communications. To meet these demands, a
number of communication technologies at level one/two
are currently available. After explaining these, some of
the most networking solutions at level three are described.
Next, by means of an analysis which links applications,
requirements and technologies, we give a vision of how
each high level demand can be fulfilled by means of
each technology. Since there is no any specific technology
which can satisfy all the requirements, our opinion is that
future vehicles will combine some of them in order to
enable the deployment of different applications inside the
vehicle.

Having the requirements and technologies in mind,
vehicular network solutions can be designed by means of
new communication architectures or integrating current
ones. In this frame, our contribution should help in the
design of both vehicular applications/services and tech-
nologies for tests scenarios, evaluations or commercial
developments.
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